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1. Document versions 
 

 

Version Date Author Changes in the version 

1.0 22/11/2021 JCR First version (English) 

1.1 23/11/2021 JCR link 
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2. Introduction 
 

The purpose of this document is to explain the operation, installation and use of the plugin 

solution called "PROBE MONITOR”  for use in Milestone Xprotec . 

This solution consists of a plug in allows to monitor and interact with Milestone software 

included in the solution, from the user interface and the working environment of the Xprotect 

platform ® of Milestone. 

The PROBE plugin application is designed specifically to provide the Management 
procedure from Milestone Xprotect software to  PROBE   sensors (Temperature, Humidity, 
Pressure) .  It’s the bridge between Milestone system and panels devices from PROBE. 

 
The Plugin enables the possibility to send commands to the PROBE panel from the 

Milestone Smart Client application. And also, it receives events from the PROBE panel. User is 

able to configure alarms for these events in the Milestone Management Client. 

Simplicity, When the plugin stablish connection with Sensors, configuration’s data can 

be taking  from Probe  and include these like a part of the Xprotect devices;  including 

description text and all relevant data from the probe.  Just only four parameters must be 

introduce are ip, port, user, password. 

In this way, the management begin in the Xprotect system and ending in the PROBE   

devices, the software send-receive the relevant data (Alarm, prealarm, disable, enable,…)  to 

permit the interaction between two systems Xprotect (Milestone)-  (PROBE) creating a unique 

environment system. 

 
For more information, you can click this link. http://www.sgse.eu/plugins-de-integracion-en-

milestone/ 

 

http://www.sgse.eu/integracion-de-las-centrales-de-intrusion-galaxy-en-milestone/
http://www.sgse.eu/plugins-de-integracion-en-milestone/
http://www.sgse.eu/plugins-de-integracion-en-milestone/
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3. Architecture 
 

The Plugin and the PROBE panel communicate using the Third-Party Protocol. The Plugin is 

able to send status to the PROBE, i.e.: enable, disable, etc. And it listens for the PROBE events, 

for instance: faults, alarms, etc. When an event is triggered, the Plugin informs it to Milestone. 

Then, due the done configuration, Milestone triggers an alarm and also remarks the source 

item of the event in a map. 

  

 

 

 

 

 

 

 

 

 

 

 

 

 

Due to this architecture configuration, the probe can be connected to Ethernet with the 

possibility to power over ethernet in this case installation cost is very low 
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4. Installation 
 

Probe Installation (Serial to Ethernet Communications) 
 

DHCP protocol is activated by the factory default settings, so that in network environments 

dynamic IP assignment is sufficient for connecting the device to the network. The following 

parameters can be assigned using DHCP:  

• IP address 

 • Subnet mask  

• Gateway address  

• DNS-Server  

Manual activation of DHCP 
 

 To prevent unintended address assignments or address changes, DHCP protocol is 

automatically deactivated when using all other methods for assigning the IP parameters. The 

following methods are then available for later activation of DHCP.  

• Management-Tool WuTility  

Select the desired device from the device list and click on the IP Address button. In the 

following dialog check the option DHCP and then click on Next.  

• WBM configuration 

 In the menu branch Basic settings r Network r TCP/IP Settings you can activate DHCP protocol.  

A set static IP address is deleted after DHCP is activated and the associated automatic reset. The device 

automatically sets this to 0.0.0.0 and starts sending DHCP requests. 

Assigning the IP using the ARP command 

 Requirements This method can only be used if the device does not already have an IP address, 

i.e. the entry is 0.0.0.0. To change an IP address, use one of the other methods described in 

this section or use the configuration menu over web based management. If the device has any 

other value, this access is disabled. 

When the factory setting is in effect as well as after a manual changeover from static to DHCP, 

the method for assigning the IP described in this section functions only after a delay of approx. 

2 minutes after a reset or after power-up.  

This method does not work across networks, e.g. through routers. This means the PC and 

device used for assigning must be connected to the same physical network segment. Only IP 

addresses whose Net-ID is identical to that of the assigning computer can be assigned.  

To avoid unintended changes to the IP address, the DHCP client of the Com-Server is automatically 

deactivated when configuring using a static ARP entry 



Probe Monitor plugin - User guide 

 

 6 

 

 

Step 1  

Read off the Ethernet address of the device from the sticker on the side of the housing.  

58xxx [Typ] EN=00c03d004a05 OK xxxxxx Ethernet address 

Insert a static entry into the ARP table of the computer using the following command line: arp -

s [IP address] [Etherenet address] 

 E.g. under Windows:  

arp -s 172.16.231.10 00-C0-3D-00-12-FF  

E.g under UNIX/Linux:  

arp -s 172.16.231.10 00:C0:3D:00:12:FF 25 

The IP addresses must be without leading zeros in all Windows environments. Otherwise the entry is 

incorrectly interpreted by the system and an incorrect IP address is assigned to the device. In Windows 

Vista and newer the prompt cmd.exe necessary for invoking the ARP command must be started using 

Administrator rights. 

  

Step 2  

Use the following command line to ping the device with the desired IP address: 

 ping 10.40.21.12  

 

The device takes the IP address of the first network packet sent to it as its own and saves it in 

non-volatile memory. The ping requests of the PC are then replied. 

 It is not possible to configure the subnet mask and gateway address using a static ARP entry. 

These need to be set in a separate Telnet configuration session (see section Basic 

Configuration of the device).  
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Ethernet interface The Web-Thermometer incorporates an IEEE 802.3-compatible network 

interface. 

 

Configuration Using Web-Based Management  

The remaining configuration is done using the web page of the device. To open this, enter the 

assigned IP address in the address line of your web browser:  

http:// <IpAddress> 

Home 
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Log in 
 

 

 

The Login dialog gives you access to the device configuration. The device differentiates 

between an administrator and a standard user with different access rights. As shipped the 

device has no password configured. Select the administrator or user and click on “Login“. The 

menu tree with all the configuration parameters is now shown. To get additional information 

about the respective configuration parameter, click on the Info button on the right border of 

the corresponding parameter. 

 

Basic Settings  
This configuration area is where you make all the settings needed for the various operating 

modes. 

 

 

Network  
Here is where you set the network basic parameters. You can choose between automatic 

address assignment per DHCP or manual configuration of the parameters. If you wish to 

configure communication parameters with names instead of IP addresses in the further 

configuration, you can configure additional DNS servers here in addition to any DNS server 

which is assigned via DHCP. 
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HTTP or HTTPS  
The default HTTP configuration for browser access is port 80. To change access to HTTPS or 

change the port, select Basic-Settings » Network in the navigation tree, and then select 36 

W&T Protocol in Access for web services. All other settings relating to the display in the 

browser can be made under web pages. Setting the system ports and maintenance accesses 

The ports activated here facilitate maintenance and configuration. To meet specific security 

requirements, the ports could be disabled. 

 Password  

Set up optional password protection for access to the configuration. You can set a password 

for an administrator-user and for an operator-user. The operator-user has no access rights to 

system settings for the device, such as changing network parameters etc.  

If you assign an administrator password, it must be stored for IP address changes via WuTility or 

firmware updates 

c 

Plugin installation 
 

To install the plugin, simply execute with administrator rights the installer "SGSE-

XOLogic_Installer.msi" provided by SGSE. The process is automatic. Throughout the different 

screens of the installer, we will only have to accept the End User License Agreement, a 

mandatory condition to be able to use the plugin. 

 

Click “Next >” to start the installation process. 
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You will have to read and accept the End User License Agreement in order to proceed with 

installation. 
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Click “Next >” to proceed and install the plugin files.  

 

 

 

 

If Windows User Account Control is enabled, you may have to allow the installer to go ahead 

with installation.  
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Once the process is finished, we can click “Close”. The plugin is already installed! 

 

Plugin License process  Getting a UID 
 

The plugin needs a license to run. Each panel must be licensed. These licenses are 

generated by SGSE. The procedure to obtain the license file corresponding to the acquired 

license is described below. 

In order to generate the license, you must provide the corresponding UID. This UID is 

an unique identifier to which the license is in bound.  

To get this code, you have to run XProtect® Management Client after installing the plugin,  and 

go to the corresponding menu item. 

In that screen, when the plugin is not licensed, you will see the corresponding UID.  

 

Configurator user has to provide it to SGSE and we will provide the license. 
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Once the license is installed, the Plugin will be available: 
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5. Configuration 
 

The plugin has been designed to simplify as much as possible its configuration process, 

so that the start-up is as simple as possible for the installer. 

If the plugin and the license were successfully installed, configurator user should be 

able to create a PROBE item. Configurator user has to configure. 

Set up a PROBE   
To set up a PROBE   in Milestone, the procedure is extremely simple. 

Select Add new  

 

 

After click “Add new” write the assign a name to the PROBE   Panel and click OK (Submit). 

 

 

You just have to assign a name to the panel, to identify it in the system, and configure the 

needed parameters to establish the connection between plugin and panel over Ethernet: 

Screen is divided in three different parts: 

- Connection parameters of Probe . 

- Sensors values for create actions in the platforms; two indicators value Low and 

High are the target to evaluated, when this values are over taken platform execute 

the actions and or alarms programmed. 

- View Screen ;  
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• Language: change the labels of the parameters to the language selected. 

 
• Name of the PROBE panel; You can write or you can read from the Probe when all 

parameters are fill in and the communications with the Probe is active/correct. 

• Listening port; see step “Configure the primary IP for alarm report” in the 

“Ethernet module” section 
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• IP address assigned to the PROBE panel; see step “Configure the PROBE panel IP 

address” in the “Ethernet module” section. 

• Client port; see step “Enable the PROBE panel control” in the “Ethernet module” 

section. 

• Listening port; see step “Configure the primary IP for alarm report” in the 

“Ethernet module” section. 

• Client port; see step “Enable the SIA control” in the “Ethernet module” section. 

• Password; this is for protocol communication. 

• User;  this s for protocol communication. 

• Enable;  Active o de-active the communication. If you click “enabled button” and 

the communication with the probe is ok a new check box is showed  in the plugin 

offering  the possibility of capture the name of the probe, the name probe has in 

its memory. 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

Now is  turn to stablish the control levels high and Low in the respective sensors of temperature, 

pressure and humidity. Check the levels and select the correct one you consider best suited to 

your needs. 

 

 

 

 

 

 

 

 

 

 

 

 

1 

2 

3 
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In the last part of this screen you can see a check button “Web” that permit you connect with 

the probe if all parameters are ok (ip, port,...). 

 

In the last part of this screen you can see a check button that permit you connect with the probe 

if all parameters are ok (ip, port,...). When you click the screen change and show you the probe, 

from this moment, you can parametrizes the probe, changing all valuers, parameters, names 

and so on from our plugin. 

 

After saving changes ,             the plugin will try to connect automatically with the PROBE    and, 

if everything is properly configured, it will import the PROBE sensors state of each element 

(temperature, pressure & humidity). 

The plugin will automatically create in Milestone the items corresponding to sensors of the 

PROBE . These items will be accessible from the interface of Management Client.  
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5.1.1. Milestone alarms 
 

After installation, configurator user will see a new set of events in Milestone. It is a list 

of all events that can be triggered from the PROBE panel. Due this flexibility, configurator user 

can configure an alarm for each event he wants to have an alarm. 
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5.1.2. Milestone rules 
Also, configurator user can use these events to trigger specific rules: 

 

 

From the menu Perform an action on event you can select the status of your rule to perform. 
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5.1.3. Milestone Smart Client 
 

The plugin also allows us to retrieve the type of sensor parameterized in the monitor probe, so 

that the icon that is shown in the Map, which gives us the clearest interpretation of the probe 

installation. 

AS follow you can see the different icons: 

 

• Humidity 
• Pressure 
• Probe  
• Temperature 
 
 
 
 
 
 

If items were created correctly, configurator user will be able to drag and drop the items 

(temperature sensor, humidity sensor, pressure sensor, … ) in a map into the Milestone Smart 

Client: 

 

 

 

Creating a visual scenario to control the operations of PROBE Panel. 



Probe Monitor plugin - User guide 

 

 21 

 

you can see in every moment the values read from the sensor. 

 

 If an alarm is triggered, operator user will see that the source item of the alarm is marked with 

a blinky red circle: 
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When the communication between Milestone and Probe fault, sensors and probe show the 

status fault. 

 

If the communication is reestablished again the icons go back to the current situation.  
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6. Troubleshooting 
 

• The PROBE doesn’t receive commands or it doesn’t send events 

Check the network configuration.  

To confirm that the problem could be the network, connect the PROBE directly to the 

PC where the Milestone Event Server is running (the cables of the UTP-5 cable have to 

be crossed). 

 

• Map in Milestone Smart Client shows crosses instead of the right icon 

Delete the icon and add it again. This happens when an item in the Milestone 

Management Client is deleted and created again. 

 

• There are no alarms 

Check in the Milestone Management Client that the alarm is related to the right event. 

 

• There are no events neither alarms 

Check that configurator user exited correctly from the engineer mode. Configurator 

user can also reset from the keypad (menu 51.17.1.1) or can for the reset unplugging 

power and battery. 

Restart the Milestone Event Server and check the network. 

• Name of the Monitor probe (plugin) no change when i used the check box “Probe 

Name” 

Check the Ip, port, user, password and the communications between probe and 

Milestone. 
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